
Anti-Spam Policy 
 

Global Domains International, Inc. (“GDI”) strictly prohibits any form of spamming with the intent to 
acquire referrals. In accordance with our company policies and to protect the rights of others, GDI has 
zero tolerance for Affiliates who blatantly disregard our anti-spam policy. Spamming consists of sending 
unsolicited e mail messages to any recipient with whom you do not have a personal or professional 
relationship.  

If you choose to send an email to a person with whom you have a personal or professional relationship, 
such email must comply with applicable laws and regulations including, without limitation, the federal 
CAN SPAM Act. Any email sent by an Affiliate that promotes GDI, the GDI opportunity, or GDI’s services 
must comply with the following: 

 i.  There must be a functioning return email address to the sender. 

 ii.  All e-messages must include the Affiliate’s physical mailing address. 

 iii. All e-messages must clearly and conspicuously disclose that the message is an     
  advertisement or solicitation. 

 iv. The use of deceptive subject lines and/or false header information is prohibited. 

 v. All opt-out requests, whether received by email or regular mail, must be honored. If an  
  Affiliate receives an opt-out request from a recipient of an email, the Affiliate must  
  forward the opt-out request to the Company. 

vi. All e-messages sent (including, but in no way limited to anything you reply to) with any  
  mention of or linking in any way to our products, services, offerings, or anything   
  whatsoever tied to our company must include the direct link to our Global Remove  
  Database. You may include other removal links in your messages, but they cannot be  
  used in place of our link. Failure to clearly include our removal link is a direct violation of  
  our Anti-Spam policies. The proper link to use along with working examples can be found 
  in the FAQ sections of our WebSite. 

 vii. All e-messages sent (including, but in no way limited to anything you reply to)  with any  
  mention of or linking in any way to our products, services, offerings, or anything   
  whatsoever tied to our company must be fully compliant with the  Can-Spam Act. They  
  must also be fully compliant with all our additional anti-Spam requirements as outlined  
  above. Failure to comply with all our anti-Spam requirements even if your message is  
  Can-Spam compliant is a direct violation of our Anti-Spam policies. 

GDI may periodically send commercial emails on behalf of Affiliates.  By entering into the Affiliate 
Agreement, Affiliate agrees that the Company may send such emails and that the Affiliate’s physical and 
email addresses will be included in such emails as outlined above.  Affiliates shall honor opt-out requests 
generated as a result of such emails sent by the Company. 

Spamming also consists of, but is not limited to:   

Usenet and Message Board Spamming. These are messages that are sent or posted and are misleading 
to potential referrals and are unrelated to the topic of discussion.   

Chat Room Solicitations. Solicitations posted in chat rooms or by use of instant messaging systems.   

If a spamming complaint is received, GDI will send the Affiliate under investigation a warning letter 
stating that a complaint has been received and that they are under investigation for spamming activities. 
If we determine the spamming complaint is valid and an Affiliate has intentionally broken our Anti-Spam 
policy, that Affiliate will be immediately terminated. If an Affiliate is terminated they will forfeit any 
unpaid monies, lose all their referrals and will be ineligible to re-enter the GDI Program.   



Spamming is a serious problem that wastes a lot of time and money for all Internet users. Not only does 
it take the recipient a long time to download unwanted junk mail but it uses up a lot of hardware space 
on your computer as well. GDI has joined the fight against spam and has joined Anti-Spam organizations 
committed to finding solutions to the everyday problems associated with spamming and the users who 
find it necessary to spam. If you believe you have been spammed and would like to report an Affiliate for 
spamming activities please send us an email at abuse@wsdomains.ws.  
 
You understand and agree to comply with the Terms of Service and Policies & Procedures of any and all 
websites/web-based programs in which you are directly or indirectly mentioning or linking in any way to 
products, services, offerings, or anything whatsoever tied to Global Domains International. You 
understand that violating the Terms of Service/Policies & Procedures of a third-party website or web-
based program can be considered a direct violation of Global Domains International Terms of 
Service/Policies & Procedures and can result in action being taken against your account (including but not 
limited to issuance of a written warning or admonition; suspension, which may result in termination or 
reinstatement with conditions or restrictions; or permanent termination of the account in full).  
 
You understand and agree that no income claims, income projections, nor income representations may 
be made to prospective Affiliates. Any false, deceptive, or misleading claims regarding the Global 
Domains International opportunity or GDI products and services are prohibited. Furthermore, you 
understand that you may in no way attempt to misleadingly represent yourself as an employee of GDI. 
Affiliates are independent contractors and are not purchasers of a franchise or business opportunity. All 
Affiliates may list themselves as an "Independent Global Domains International Affiliate" and in no way 
may mislead or deceive prospective or existing members into believing the Affiliate is communicating with 
an employee of Global Domains International (this includes but is not limited to telephone calls, emails, 
or message board postings). 


